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care of it. Well, we have learned that in 
Texas alone, hundreds of thousands of 
people simply wouldn’t be able to have 
the care they need. Yesterday Jeb Bush 
went so far as to say this, a direct 
quote: ‘‘I’m not sure we need half a bil-
lion dollars for women’s health issues.’’ 

Unfortunately, the attack on wom-
en’s health is only one example of the 
many legislative riders Republicans 
are pursuing. This isn’t just talk; they 
have actually done it in the various 
bills that have come out of the House 
in the appropriations process and over 
here by the Republicans. These par-
tisan riders have nothing to do with 
funding the government and every-
thing to do with ideology and special 
interests. 

For example, there is a legislative 
rider to block implementation of the 
Affordable Care Act, which would deny 
health coverage to millions of Ameri-
cans—that, after almost threescore dif-
ferent attempts to repeal ObamaCare. 
Each of them turned out the same: 
They were defeated overwhelmingly. 

There is a legislative rider on behalf 
of Wall Street to protect institutions 
that are too big to fail, making tax-
payers more vulnerable to future bail-
outs. 

There is a legislative rider to under-
mine the President’s work to address 
the dangers of climate change. And the 
dangers of climate change exist. 
Spread across all the news today is the 
fact that the Forest Service is going to 
be spending 75 percent of its money 
fighting fires in the future. There will 
be no money left for anything other 
than fighting fires. 

There is a fire going on in California 
now. It is 15 or 20 percent contained. 
There are 7,000 or 8,000 firefighters try-
ing to stop that fire from spreading 
even more. That is only one of the 
many fires burning as we speak. 

There is a legislative rider in their 
legislation attacking immigrants by 
undermining President Obama’s recent 
Executive actions. 

There is a legislative rider to block 
the Federal Communications Commis-
sion from implementing its recent net 
neutrality order. Let’s not forget that 
this is what the Republican leader 
wanted; in fact, this is what he prom-
ised. It was just last month that he 
told the Lexington Herald Leader that 
he and Republicans would ‘‘line the in-
terior appropriations bill with every 
rider you can think of.’’ In this in-
stance, he certainly is a man of his 
word. 

Democrats disagree with these Re-
publican attacks, and we are going to 
resist them. We believe in standing up 
not for billionaires and tea party 
ideologues but for everyday, working 
families. Take sequestration, for exam-
ple. While Republicans want relief only 
for the Pentagon, we insist on equal, 
dollar-for-dollar treatment for the 
needs of America’s middle class—for 
jobs, for education, for health care. We 
insist on strengthening Social Security 
and Medicare, not cutting and 

privatizing them. And we insist on sup-
porting women’s health, not gutting it. 

We know that Republicans disagree 
with us about these middle-class prior-
ities, but I hope these disagreements— 
serious though they are—won’t get in 
the way of keeping the government op-
erating. Whatever our differences, we 
should act responsibly. We should at 
least be able to agree to not shut down 
the government. Republicans should 
not once again take legislative hos-
tages to get some rightwing prize that 
is within their grasp. 

Mr. President, would the Chair an-
nounce the business of the day. 

f 

RESERVATION OF LEADER TIME 

The PRESIDING OFFICER. Under 
the previous order, the leadership time 
is reserved. 

f 

CYBERSECURITY INFORMATION 
SHARING ACT OF 2015—MOTION 
TO PROCEED 

The PRESIDING OFFICER. Under 
the previous order, the Senate will re-
sume consideration of the motion to 
proceed to S. 754, which the clerk will 
report. 

The bill clerk read as follows: 
Motion to proceed to Calendar No. 28, S. 

754, a bill to improve cybersecurity in the 
United States through enhanced sharing of 
information about cybersecurity threats, 
and for other purposes. 

The PRESIDING OFFICER (Mr. COT-
TON). Under the previous order, the 
time until the cloture vote will be 
equally divided between the bill man-
agers or their designees. 

The Senator from California. 
Mrs. FEINSTEIN. Mr. President, it is 

my understanding that although the 
Senate had been scheduled to vote at 
10:30 on a cloture motion, that time 
might be changed. However, I wish to 
make some further remarks in addition 
to what I said yesterday on the Cyber-
security Information Sharing Act. 

I think it is fair to say that I have 
been very disappointed over the past 
couple of days that we have not moved 
to this bill more quickly and that we 
haven’t reached an agreement to take 
up and begin considering amendments. 
There has been a lot of talk about com-
mittee jurisdictions and germaneness 
of amendments and process issues that 
the American people just don’t care 
about and which, frankly, don’t make 
anyone safer. So I wish to take a few 
minutes to point out what we are real-
ly talking about. 

Here are a few facts and figures. As I 
said in my remarks yesterday, cyber 
attacks and cyber threats are getting 
more and more common and more and 
more devastating. This isn’t going to 
stop. It is going to get worse, and it af-
fects everyone. That is why last night 
the White House had a simple message, 
and I hope my colleagues will hear it. 
A White House spokesman said yester-
day: ‘‘Cybersecurity is an important 
national security issue and the Senate 

should take up this bill as soon as pos-
sible and pass it.’’ 

Here is why this is so important. 
Last year the cyber security com-

pany McAfee and the Center for Stra-
tegic and International Studies, which 
we call CSIS, estimated that the an-
nual cost of cyber crime is more than 
$400 billion—that is the annual cost— 
and could cost the United States as 
many as 200,000 jobs. That is not my 
analysis; that is the analysis of secu-
rity experts. Also last year the cyber 
security company Symantec reported 
that over 348 million identities were 
exposed through data breaches—348 
million people had their data exposed. 

Poll information out this week from 
the Financial Services Roundtable 
shows that 46 percent of Americans 
were directly affected by cyber crime 
over the past year—that is almost one- 
half of the American population—and 
66 percent are more concerned about 
cyber intrusions than they were last 
year. Why are people so concerned? 
Well, here is a list of 10 of the most 
noteworthy cyber breaches and attacks 
from the past year and a half. 

Of course, we all know OPM. June of 
this year, Office of Personnel Manage-
ment. There was an announcement 
that roughly 22 million government 
employees and security clearance ap-
plicants had massive amounts of per-
sonal information stolen from OPM 
databases. 

Primera Blue Cross. In March of this 
year, Primera Blue Cross, a health in-
surer based in Washington State, said 
that up to 11 million customers could 
have been affected by a cyber breach 
last year. 

Anthem. In February 2015, Anthem, 
one of the Nation’s largest health in-
surers, said that hackers breached a 
database that contained as many as 80 
million records of current and former 
customers. 

Sony Pictures Entertainment. In No-
vember of last year, North Korean 
hackers broke into Sony Pictures En-
tertainment and not only stole vast 
amounts of sensitive and personal data 
but destroyed the company’s whole in-
ternal network. 

Defense Industrial Base. A 2014 Sen-
ate Armed Services Committee inves-
tigation found over 20 instances in the 
previous year of Chinese actors pene-
trating the networks of defense con-
tractors to the military’s Transpor-
tation Command. 

JPMorgan Chase. In September of 
last year, it was reported that hackers 
broke in to their accounts and took the 
account information of 76 million 
households and 7 million small busi-
nesses. 

Home Depot. In September of last 
year, Home Depot discovered that 
hackers had breached their networks 
and may have accessed up to 56 million 
credit cards. 

EBay. In May of last year, it was re-
ported that up to 233 million personal 
records of eBay users were breached. 

There are people here who are con-
cerned with personal information. 
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